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I nformation-Centric Networking: Baseline Scenarios
Abstr act

This docunent ains at establishing a comobn understandi ng about a set
of scenarios that can be used as a base for the eval uation of
different information-centric networking (1CN) approaches so that
they can be tested and conpared agai nst each other while showcasing
their own advantages. Towards this end, we reviewthe ICNIliterature
and docunent scenarios which have been considered in previous
performance evaluation studies. W discuss a variety of aspects that
an | CN solution can address. This includes general aspects, such as,
networ k efficiency, reduced conplexity, increased scalability and
reliability, nmobility support, nulticast and cachi ng performance,

real -time comruni cation efficiency, energy consunption frugality, and
di sruption and delay tol erance. W detail |CNspecific aspects as
wel |, such as information security and trust, persistence,
avai l ability, provenance, and |ocation independence.

This docunment is a product of the IRTF Information-Centric NetworKking
Research Group (I CNRG .
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Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for informational purposes.

This docunent is a product of the Internet Research Task Force
(IRTF). The I RTF publishes the results of Internet-related research
and devel opnent activities. These results mght not be suitable for
depl oynent. This RFC represents the consensus of the Infornation-
Centric Networking Research Goup of the Internet Research Task Force
(IRTF). Docunments approved for publication by the | RSG are not a
candidate for any level of Internet Standard; see Section 2 of RFC
5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it may be obtai ned at
http://ww. rfc-editor.org/info/rfc7476

Copyright Notice

Copyright (c) 2015 I ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document.
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1. Introduction

Information-centric networking (I CN) marks a fundanental shift in
communi cati ons and networking. In contrast with the omnipresent and
very successful host-centric paradigm which is based on perpetua
connectivity and the end-to-end principle, |ICN changes the foca
poi nt of the network architecture fromthe end host to "naned
informati on" (or content, or data). |In this paradigm connectivity
may well be intermittent. End-host and in-network storage can be
capitalized upon transparently, as bits in the network and on storage
devi ces have exactly the same value. Mbility and nultiaccess are
the norm and anycast, mnulticast, and broadcast are natively

support ed.

It is also worth noting that with the transition froma host-centric
to an information-centric communicati on nodel the security paradi gm
changes as well. In a host-centric network, the basic idea is to
create secure (renote-access) tunnels to trusted providers of data.
In an information-centric network, on the other hand, any source
(cache) should be equally usable. This requires sonme nechanismfor
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maki ng each information itemtrustworthy by itself; this can be
achi eved, for exanple, by nane-data integrity or by signing data
obj ect s.

Al t hough interest in ICNis grow ng rapidly, ongoing work on
different architectures, such as Netlnf [Netlnf], the origina
Content-Centric Networking [CCN], and its successors, Project CCNx

[ CCNx] and Named Data Networking (NDN) [ NDNP], the Publish-Subscribe
Internet (PSI) architecture [PSI], and the Data-Oiented Network
Architecture [DONA] is far from being conpleted. One could think of
ICN today as being at a stage of developnment simlar to that of
packet -swi tched networking in the late 1970s when different
technol ogi es, e.g., DECnet, Internetwork Packet Exchange (IPX), and
IP, just to name a few, were being actively devel oped and put to the
test. As such, ICN s current devel opnent phase and the plethora of
approaches to tackle the hardest problens make this a very active and
growi ng research area, but, on the downside, it also nmakes it nore
difficult to conpare different proposals on an equal footing. This
docunent ains to partially address this by establishing a common
under st andi ng about potential experinental setups where different |CN
approaches can be tested and conpared agai nst each other while
showcasi ng their advant ages.

The first draft version of this docunent appeared in Novenber 2012.
It was adopted by ICNRG at | ETF 87 (July 2013) as the docunent to
address the work itemon the definition of "reference baseline
scenarios to enabl e performance conparisons between different
approaches". Earlier draft versions of this docunment have been
presented during the I CNRG neetings at | ETF 85, |ETF 86, |ETF 87,

| ETF 88, IETF 89, and the ICNRG interimneeting in Stockholmin
February 2013. This docunent has been reviewed, commented, and

di scussed extensively for a period of nearly two years by the vast
majority of I CNRG nenbers, which certainly exceeds 100 i ndivi dual s.
It is the consensus of ICNRG that the baseline scenarios described in
this docunment should be published in the I RTF Stream of the RFC
series. This docunent does not constitute a standard.

1.1. Baseline Scenario Sel ection

Earlier surveys [SoAl] [SoA2] note that describing ICN architectures
is akin to shooting a noving target. W find that conparing these

di fferent approaches is often even nore tricky. It is not uncomon
that researchers devise different perfornance eval uation scenari os,
typically with good reason, in order to highlight the advantages of
their approach. This should be expected to sone degree at this early
stage of I CN devel opnent. Neverthel ess, this docunment shows that
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certain baseline scenarios seemto energe in which ICN architectures
coul d showcase their conparative advantages over current systens, in
general , and agai nst each other, in particular

Thi s docunment surveys the peer-reviewed ICN literature and presents
pronmi nent eval uation study cases as a foundation for the baseline
scenarios to be considered by the | RTF I nformation-Centric Networking
Research Group (ICNRG in its future work. There are two goals for
this docunent: first, to provide a set of use cases and applications
that highlight opportunities for testing different |ICN proposals;
second, to identify key attributes of a commbn set of techniques that
can be instrunental in evaluating ICN. Further, these scenarios are
i ntended to equip researchers with sufficient configuration data to
effectively evaluate their ICN proposals in a variety of settings,
particul arly extendi ng beyond scenarios focusing sinply on
traditional content delivery. The overall aimis that each scenario
is described at a sufficient |evel of detail, and with adequate
references to already published work, so that it can serve as the
base for conparative eval uations of different approaches. Exanple
code that inplenents sone of the scenarios and topol ogi es included in
this docunent is available from

<http://tel ematics. poliba.it/icn-baseline-scenarios>.

1.2. Docunent Goals and Qutline

Thi s docunent incorporates input from | CNRG participants and their
correspondi ng text contributions, has been reviewed by several |CNRG
active participants (see Section 7), and represents the consensus of
the research group. However, this docunment does not constitute an

| ETF standard, but is an Infornmational docunent; see al so [ RFC5743].
As nentioned above, these scenarios are intended to provide a
framework for evaluating different |ICN approaches. The nethodol ogy
for howto do these evaluations as well as definitions of netrics
that should be used are described in a separate docunent

[ EVAL- METHOD]. In addition, interested readers shoul d consider

revi ewi ng [ CHALLENGES] .

The renai nder of this docunent presents a nunmber of scenarios grouped
into several categories in Section 2, followed by a number of cross-
scenari o considerations in Section 3. Overall, note that certain
eval uati on scenari os span across these categories, so the boundaries
bet ween them shoul d not be considered rigid and inflexible.

Section 4 sunmarizes the nain eval uati on aspects across the range of
scenarios discussed in this docunent.
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2. Scenari os

This section presents nine scenario categories based on use cases and
eval uations that have appeared in the peer-reviewed literature.

2.1. Social Networking

Soci al - networ ki ng applications have proliferated over the past decade
based on overlay content dissenination systens that require | arge
infrastructure investnments to roll out and maintain. Content

di ssem nation is at the heart of the ICN paradigm Therefore, we
woul d expect that social-networking scenarios are a "natural fit" for
conmparing I CN perfornmance with traditional client-server TCP/IP-based
systens. Mathieu et al. [ICNSN], for instance, illustrate how an
Internet Service Provider (1SP) can capitalize on CCN to deploy a
short-nessage service akin to Twitter at a fraction of the conplexity
of today’ s systenms. Their key observation is that such a service can
be seen as a conbination of nulticast delivery and caching. That is,
a single user addresses a |large nunmber of recipients, sone of which
recei ve the new nessage i medi ately as they are online at that
instant, while others receive the nessage whenever they connect to

t he networ k.

Along simlar lines, Kimet al. [VPC] present an | CN based soci al -
networking platformin which a user shares content with her/his
famly and friends without the need for centralized content servers;
see also Section 2.4, below, and [CBIS]. Based on the CCN nami ng
schene, [VPC] takes a user nanme to represent a set of devices that
belong to the person. Oher users in this in-netwrk, serverless
soci al sharing scenario can access the user’s content not via a
devi ce nane/ address but with the user’s nane. |In [VP(C], signature
verification does not require any centralized authentication server
Kimand Lee [VPC2] present a proof-of-concept evaluation in which
users with ordi nary smartphones can browse a list of nmenbers or
content using a name, and downl oad the content selected fromthe
list.

In other words, the above-nentioned eval uation studies indicate that
with ICN there may be no need for an end-to-end system desi gn that

i ntermedi at es between content providers and consuners in a hub-and-
spoke fashion at all tinmes.

Earlier work by Arianfar et al. [CCR] considers a simlar pull-based
content retrieval scenario using a different architecture, pointing
to significant performance advantages. Although the authors consider
a network topology (redrawn in Figure 1 for conveni ence) that has
certain interesting characteristics, they do not explicitly address
social networking in their evaluation scenario. Nonetheless,
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simlarities are easy to spot: "followers" (such as C0, Cl, ..., and
Cz in Figure 1) obtain content put "on the network"” (11, ..., Im and
Bl, B2) by a single user (e.g., Px) relying solely on network
primtives.

\--/
| CO|
/--\ +- -+ +- -+ +- -+ +- -+
*=== [10] === |11 ... |In] | PO
\--/ +- -+ +- -+ +- -+ +- -+
| C1] \ / o
/--\ +--+ +--+ 0
o} |Bl] === |B2|] o
0] 0Ooo0OO0O +--+ +--+ 0
0 / \' o
o] +- -+ +- -+ +- -+ +- -+
o *===|IK| == |II] ... |InN | Px|
\--/ +- -+ +- -+ +- -+ +- -+
| Cz|
/--\

Figure 1. Dunbbell with Linear Daisy Chains

In summary, the social -networking scenario ains to exercise each ICN
architecture in terns of network efficiency, nmulticast support,
caching performance and its reliance on centralized nmechani sns (or

| ack thereof).

2. 2. Real - Ti ne Conmuni cati on

Real -ti me audio and video (A/V) conmuni cations include an array of
services ranging fromone-to-one voice calls to nultiparty multinmedia
conferences with support ranging from whiteboards to augnented
reality. Real-tinme comunications have been studied and depl oyed in
the context of packet- and circuit-sw tched networks for decades.

The stringent Quality of Service (QS) requirenents that this type of
communi cati on i nposes on network infrastructure are well known.

Since one could argue that network prinitives that are excellent for
i nformati on di ssem nation are not well-suited for conversationa
services, |ICN evaluation studies should consider real-tine

conmmuni cati on scenarios in detail

Not abl y, Jacobson et al. [VoCCN] presented an early eval uati on where

t he performance of a Vol P (Voice over IP) call using an information-

centric approach was conpared with that of an off-the-shelf VolP

i mpl enent ati on using RTP/UDP. The results indicated that despite the
extra cost of adding security support in the ICN approach

performance was virtually identical in the two cases evaluated in
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their testbed. However, the experinental setup presented is quite
rudi mentary, while the evaluation considered a single voice cal
only. Xuan and Yan [NDNpb] revisit the sane scenario but are
primarily interested in reducing the overhead that may arise in one-
t o-one conmuni cati on enploying an ICN architecture. Both studies
illustrate that quality tel ephony services are feasible with at |east
one | CN approach. That said, future |ICN eval uati ons shoul d enpl oy
standardi zed call arrival patterns, for exanple, follow ng well-

est abl i shed net hodol ogi es fromthe QS and Q@E (Quality of

Experi ence) eval uation tool box and woul d need to consi der nore

conpr ehensi ve netrics.

G ven the w despread depl oynent of real-time A/V conmuni cations, an
eval uation of an ICN system shoul d denonstrate capabilities beyond
feasibility. For exanple, with respect to nultinedia conferencing,
Zhu et al. [ACT] describe the design of a distributed audio
conference tool based on NDN. Their systemincludes |ICN based
conference discovery, speaker discovery, and voice data distribution
The reported evaluation results point to gains in scalability and
security. Mrreover, Chen et al. [G COPSS] explore the feasibility of
i mpl enenting a Massively Miltiplayer Online Rol e-Playing Gane
(MVORPG based on CCNx code and show that stringent tenpora

requi renents can be net, while scalability is significantly inproved
when conpared to a host-centric (IP-based) client-server system
This type of work points to benefits for both the data and contro
path of a nodern network infrastructure

Real -ti me comuni cation also brings up the issue of naned data
granularity for dynamically generated content. In many cases, AV
data is generated in real-tinme and is distributed imediately. One
possibility is to apply a single nane to the entire content, but this
could result in significant distribution delays. Alternatively,
distributing AAV content in smaller "chunks" that are naned
individually may be a better option with respect to real-tine

di stribution but raises nam ng scalability concerns.

We observe that, all in all, the ICN research conmunity has hitherto
only scratched the surface of illustrating the benefits of adopting
an information-centric approach as opposed to a host-centric one, and
thus nmore work is recommended in this direction. Scenarios in this
category should illustrate not only feasibility but reduced
conplexity, increased scalability, reliability, and capacity to neet
stringent QS/ QE requirenents when conpared to established host-
centric solutions. Accordingly, the primary aimof this scenario is
to exercise each ICN architecture in terns of its ability to satisfy
real -tine QoS requirenments and provide inproved user experience.
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2.3. Mbbil e Networking

I P mobility managenent relies on anchors to provide ubiquitous
connectivity to end-hosts as well as nmoving networks [MM N . This is
a natural choice for a host-centric paradi gmthat requires end-to-end
connectivity and a continuous network presence for hosts [SCES]. An
inmplicit assunption in host-centric nobility nmanagenent is therefore
that the nobile node ainms to connect to a particular peer, as well as
to maintain global reachability and service continuity [ EEM\.
However, with I CN, new i deas about mnobility managenent should cone to
the fore, capitalizing on the different nature of the paradi gm such
as native support for nultihom ng, abstraction of network addresses
fromapplications, |ess dependence on connection-oriented sessions,
and so on [ MOBSURV] .

Dannewitz et al. [N-Scen] illustrate a scenario where a nmultiaccess
end- host can retrieve email securely using a conbination of cellular
and Wreless Local Area Network (WLAN) connectivity. This scenario
borrows el enents from previous work, e.g., [DTI], and devel ops them
further with respect to nmultiaccess. Unfortunately, Dannewitz et al

[ N-Scen] do not present any results denmonstrating that an I CN
approach is, indeed, better. That said, the scenario is interesting
as it considers content specific to a single user (i.e., her mail box)
and does point to reduced conplexity. It is also conpatible with
recent work in the Distributed Mbility Managenent (DMV) Wbrki ng
Goup within the ETF. Finally, Xylonmenos et al. [PSIMb] as well as
Penti kousis [ EEM\] argue that an information-centric architecture can
avoid the conplexity of having to nmanage tunnels to naintain end-to-
end connectivity as is the case with nobil e anchor-based protocols
such as Mobile IP (and its variants). Sinilar considerations hold
for a vehicular (networking) environnent, as we discuss in Section

2. 6.

Overall, nobile networking scenarios have not been devel oped in
detail, let alone evaluated at a large scale. Further, the majority
of scenarios discussed so far have related to the nmobility of the

i nformati on consuner, rather than the source. W expect that in the
com ng period nore papers will address this topic. Earlier work
[mNet I nf] argues that for nobile and nmultiaccess networking scenarios
we need to go beyond the current nmobility managenment mechani sms in
order to capitalize on the core ICN features. They present a testbed
setup (redrawn in Figure 2) that can serve as the basis for other ICN
evaluations. In this scenario, node "C0" has nultiple network
interfaces that can access |ocal domains NO and N1 simultaneously,
allowing CO to retrieve objects from whi chever server (12 or 13) can
supply them wi thout necessarily needing to access the servers in the
core network "C' (P1 and P2). Lindgren [HyblCN] explores this
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scenario further for an urban setting. He uses sinmulation and
reports sizable gains in ternms of reduction of object retrieval tines
and core network capacity use.

S + S +
| Network NO | | Network C
I +- -+ I ::::I +- -+ I
| |12] | | | P1] |
| +-+ | | +- -+ |
| \--/ | |
Ho-o - | COf ---+ | |
| I--\ | |
| +--+ | | |
| |13 | | +--
| +--+ | ====| | P2] |
| | | -t
| Network N1 | |

S RS + e +

Figure 2. Overlapping Wreless Miltiaccess

The benefits fromcapitalizing on the broadcast nature of wireless
access technol ogies has yet to be explored to its full potential in
the ICN literature, including quantifying possible gains in terns of
energy efficiency [E-CHANET]. Obviously, ICN architectures nust
avoi d broadcast storns. FEarly work in this area considers

di stributed packet suppression techniques that exploit del ayed
transm ssi ons and overhearing; exanples can be found in [ Mbi Al and
[ CCNVANET] for | CN-based nobil e ad-hoc networks (MANETs), and in

[ RTIND] and [ CCNVANET] for vehicul ar scenari os.

One woul d expect that nobile networking scenarios will be naturally
coupled with those discussed in the previous sections, as nore users
access soci al -networking and nul tinmedi a applications through nobile
devices. Further, the constraints of real-time A/V applications
create interesting challenges in handling mobility, particularly in
terms of nmmintaining service continuity. This scenario therefore
spans across nost of the others considered in this docunment with the
likely need for sone level of integration, particularly considering
the wel |l -docunented increases in mobile traffic. Mbility is further
considered in Section 2.7 and the econoni c consequences of nodes
having nmultiple network interfaces is explored in Section 3. 1.

Host-centric nobility managenent has traditionally used a range of
metrics for evaluating performance on a per-node and network-w de
level. The first netric that comes to nmind is handover | atency,
defined in [ RFC5568] as the "period during which the nobile node is
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unabl e to send or receive packets". This nmetric should be considered
in I CN performance eval uation studies dealing with mobility. Note
that, in |IP-based networks, handover |atency has been addressed by
the introduction of nmobility managenent protocols that aimto hide
node nobility fromthe correspondent node, and often follow a nake-
bef ore- break approach in order to ensure seanl ess connectivity and
mnimze (or elinnate altogether) handover |atency. The "al ways-on"
and "al ways best connected" [ABC|] paradi gns have guided nobility
managenment research and standardi zation for a good decade or so. One
can argue that such nmechani snms are not particularly suited for ICN
That said, there has been a lot of interest recently in distributed
nmobi | ity managenent schenes (see [MMN] for a sumary), where
nmobi | ity managenent support is not "always on" by default. Such
schenes nmay be nore suitable for ICN. As a general recommendation

I CN designs should aimto mninmze handover |atency so that the end-
user and service QOE is not affected adversely.

Net wor k over head, such as the anount of signaling necessary to
m ni m ze handover latency, is also a netric that should be consi dered

when studying ICN nobility managenent. |n the past, network overhead
has been seen as one of the main factors hindering the depl oyment of
various nobility solutions. In |IP-based networks, network overhead

includes, but is not limted to, tunneling overhead, in-band contro
protocol overhead, nobile term nal and network equi pnent state

mai nt enance and update. |CN designs and eval uati on studies should
clearly identify the network overhead associated with handling
mobility. Al ongside network overhead, deploynment conplexity should
al so be studied.

To sumari ze, nobile networking scenarios should aimto provide
service continuity for those applications that require it, decrease
compl exity and control signaling for the network infrastructure, as
wel |l as increase wireless capacity utilization by taking advantage of
t he broadcast nature of the medium Beyond this, nobile networking
scenari os should forma cross-scenario platformthat can highlight
how ot her scenarios can still maintain their respective perfornance
metrics during periods of high nobility.

2.4, Infrastructure Sharing

A key idea in ICNis that the network should secure information

obj ects per se, not the communications channel that they are
delivered over. This neans that hosts attached to an infornmation-
centric network can share resources on an unprecedented scal e,

especi ally when conpared to what is possible in an IP network. All
devices with network access and storage capacity can contribute their
resources thereby increasing the value of an information-centric
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net wor k, al though conpensation schenes notivating users to contribute
resources remain a research challenge primarily from a busi ness
perspecti ve.

For exanple, Jacobson et al. [CBIS] argue that in ICN the "where and
how' of obtaining infornation are new degrees of freedom They
illustrate this with a scenario involving a photo-sharing application
t hat takes advantage of whichever access network connectivity is
avai l abl e at the nonent (W.AN, Bl uetooth, and even SMS) without
requiring a centralized infrastructure to synchroni ze between
nunerous devices. It is inportant to highlight that since the focus
of communi cati on changes, keep-alives in this scenario are sinply
unnecessary, as devices participating in the testbed network
contribute resources in order to nmaintain user content consistency,
not link state information as is the case in the host-centric
paradigm This means that the notion of "infrastructure" may be
completely different in the future

Muscariello et al. [SHARE], for instance, presented early work on an
anal ytical franmework that attenpts to capture the storage/ bandw dth
tradeoffs that | CN enables and can be used as the foundation for a
network planning tool. |In addition, Chai et al. [CL4M explore the
benefits of ubiquitous caching throughout an information-centric
network and argue that "caching |l ess can actually achieve nore.”
These papers also sit alongside a variety of other studies that |ook
at various scenarios such as caching HTTP-like traffic [CCNCT] and
BitTorrent-like traffic [ BTCACHE]. W observe that nuch nore work is
needed in order to understand how to nmake optinmal use of al

resources available in an information-centric network. 1In real-world
depl oynents, policy and commercial considerations are also likely to
af fect the use of particular resources, and nore work is expected in
this direction as well.

In conclusion, scenarios in this category would cover the

conmmuni cati on- conput ati on-storage tradeoffs that an | CN depl oynent
nmust consider. This would exercise features relating to network

pl anni ng, perhaps capitalizing on user-provided resources, as well as
operational and econonical aspects of ICN, and contrast themwth

ot her approaches. An obvi ous baseline to conpare against in this
regard is existing federations of |P-based Content Distribution

Net wor ks (CDNs), such as the ones discussed in the | ETF Content
Del i very Networks Interconnection Wrking G oup.
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2.5. Content Dissemn nation

Content dissenination has attracted nore attention than other aspects
of ICN. Scenarios in this category abound in the literature,
including stored and streamng A/'V distribution, file distribution
mrroring and bul k transfers, versioned content services (cf.
Subversion-type revision control), as well as traffic aggregation

Decentral i zed content dissemination with on-the-fly aggregation of

i nformati on sources was envisaged in [N-Scen], where information

obj ects can be dynamically assenbl ed based on hierarchically
structured subconponents. For exanple, a video stream could be
associated with different audio streanms and subtitle sets, which can
all be obtained fromdifferent sources. Using the topol ogy depicted
in Figure 1 as an exanple, an application at C1 may end up obtai ni ng,
say, the video content froml1, but the user-selected subtitles from
Px. Semantics and content negotiation, on behalf of the user, were
al so considered, e.g., for the case of popular tunes that may be
available in different encoding formats. Effectively, this scenario
has the informati on consuner issuing i ndependent requests for content
based on information identifiers, and stitching the pieces together
irrespective of "where" or "how' they were obtained.

A case in point for content dissenination are vehicular ad hoc

net wor ks (VANETs), as an | CN approach may address their needs for

i nformati on di ssem nation between vehicles better than today’s

sol utions, as discussed in the followi ng section. The critical part
of information dissenination in a VANET scenario revol ves around
"where" and "when". For instance, one nmay be interested in traffic
conditions 2 km ahead while having no interest in sinmlar information
about the area around the path origin. VANET scenari os nmay provide
fertile ground for showcasing the |ICN advantage with respect to
content dissenination especially when conpared with current host-
centric approaches. That said, information integrity and filtering
are chal l enges that nust be addressed. As nentioned above, content
di ssem nati on scenarios in VANETs have a particular affinity to the
nmobi l ity scenarios discussed in Section 2. 3.

Cont ent di ssemination scenarios, in general, have a |large overlap
with those described in the previous sections and are explored in
several papers, such as [DONA], [PSI], [PSIMb], [NetInf], [CCN],
[CBIS], and [CCR], just to nanme a few In addition, Chai et al

[ CURLI NG present a hop-by-hop hierarchical content resol ution
approach that enploys receiver-driven nulticast over multiple
domai ns, advocating another content dissenination approach. Yet,
largely, work in this area did not address the issue of access

aut hori zation in detail. Oten, the distributed content is nostly
assuned to be freely accessible by any consunmer. Distribution of
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paid-for or otherwi se restricted content on a public |ICN network
requires nore attention in the future. Fotiou et al. [ACD CN|
consider a scheme to this effect, but it still requires access to an
aut hori zation server to verify the user’s status after the
(encrypted) content has been obtained. This may effectively negate

t he advant age of obtaining the content fromany node, especially in a
di sruption-prone or nobile network.

In sunmary, scenarios in this category aimto exercise primarily
scalability and the cost and perfornmance attributes of content

di ssem nation. Particularly, they should highlight the ability of an
ICN to scale to billions of objects, while not exceeding the cost of
exi sting content dissem nation solutions (i.e., CDNs) and, ideally,

i ncreasing performance. These should be shown in a holistic manner,

i mprovi ng content dissenmination for both information consunmers and
publishers of all sizes. W expect that in particular for content

di ssem nation, in both extreme as well as typical scenarios, can be
specified by drawi ng data fromcurrent CDN depl oynents.

2.6. Vehicul ar NetworKking

Users "on wheel s" are interested in road safety, traffic efficiency,
and infotai nment applications that can be supported through vehicle-
to-vehicle (V2V) and vehicle-to-infrastructure (V2I) wrel ess
communi cati ons. These applications exhibit unique features in terns
of traffic generation patterns, delivery requirenents, and spati al
and tenporal scope, which pose great challenges to traditiona
net wor ki ng sol utions. VANETs, by their nature, are characterized by
chal | enges such as fast-changing topol ogy, intermttent connectivity,
and hi gh node nobility, but also by the opportunity to conbine
information fromdifferent sources as each vehicle does not care
about "who" delivers the naned data objects.

ICN is an attractive candi date solution for vehicul ar networking, as
it has several advantages. First, ICNfits well to the nature of

typi cal vehicular app