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1. Introduction

Thi s docunent discusses the filtering of |Pv4 packets based on the

| Pv4 options they contain. Since various protocols may use |Pv4
options to sonme extent, dropping packets based on the options they
contain may have inplications on the proper functioning of such
protocols. Therefore, this docunent attenpts to discuss the
operational and interoperability inplications of such dropping.
Additionally, it outlines what a network operator mght do in typica
enterprise or Service Provider environnents. This docunent al so
draws and is partly derived from[RFC6274], which also received
review fromthe operational comunity.

W note that data seens to indicate that there is a current

wi despread practice of blocking |IPv4d optioned packets. There are
vari ous pl ausi bl e approaches to mninize the potential negative
effects of IPv4 optioned packets while allow ng sone option
semantics. One approach is to allow for specific options that are
expected or needed, and have a default deny. A different approach is
to deny unneeded options and have a default allow. Yet a third
possi bl e approach is to allow for end-to-end semantics by ignoring
options and treating packets as un-optioned while in transit.
Experiments and currently available data tend to support the first or
third approaches as nore realistic. Sone results regarding the
current state of affairs with respect to droppi ng packets containing
| P options can be found in [ MEDI NA] and [ FONSECA]. Additionally,

[ BREM ER- BARR] points out that the deployed Internet already has nany
routers that do not process |IP options.

We al so note that while this docunent provides advice on dropping
packets on a "per |IP option type", not all devices (routers, security
gateways, and firewalls) nay provide this capability with such
granularity. Additionally, even in cases in which such functionality
is provided, an operator mght want to specify a dropping policy wth
a coarser granularity (rather than on a "per |IP option type"
granularity), as indicated above.

Finally, in scenarios in which processing of |IP options by

i nternedi ate systens is not required, a w despread approach is to
sinmply ignore I P options and process the correspondi ng packets as if
they do not contain any |IP options.

1.1. Term nology and Conventions Used in This Docunent
The ternms "fast path", "slow path", and associated relative terns

("faster path" and "slower path") are |oosely defined as in Section 2
of [ RFC6398].

Gont, et al. Best Current Practice [ Page 3]



RFC 7126 Filtering of I P-Optioned Packets February 2014

Because of the security-oriented nature of this docunent, we are
deli berately including some historical citations. The goal is to
explicitly retain and show history, as well as renove anbiguity and
conf usi on.

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in [ RFC2119].

1.2. (Qperational Focus

Al of the reconmendations in this document have been nade in an
effort to optim ze for operational comunity consensus, as best the
aut hors have been able to deternmine that. This has included not only
accepting feedback frompublic lists, but also accepting off-1list

f eedback from people at various network operators (e.g. Internet
Service Providers, content providers, educational institutions,
comercial firns).

2. |IP Options

I P options allow for the extension of the Internet Protocol. As
specified in [RFCO791], there are two cases for the format of an
option:

0 Case 1: A single byte of option-type.

o Case 2: An option-type byte, an option-length byte, and the actual
option-data bytes.

| P options of Case 1 have the follow ng syntax:
T i S
| option-type | option-data

B i S S I =TT

The length of IP options of Case 1 is inplicitly specified by the
option-type byte.

| P options of Case 2 have the follow ng syntax:
R o o ks o o S S e T
| option-type | option-length | option-data

S

In this case, the option-length byte counts the option-type byte and
the option-length byte, as well as the actual option-data bytes.
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3.

3.

Al'l current and future options, except "End of Option List" (Type =
0) and "No Operation" (Type = 1), are of Class 2

The option-type has three fields:
o 1 bit: copied flag.

0 2 bits: option class.

0o 5 bits: option nunber.

The copied flag indicates whether this option should be copied to al
fragments in the event the packet carrying it needs to be fragnmented:

o O

not copi ed.

o 1 copi ed.

The val ues for the option class are:

o 0 = control

0 1 =reserved for future use.

0 2 = debuggi ng and neasur enent.
o 3 =reserved for future use.

This format allows for the creation of new options for the extension
of the Internet Protocol (IP)

Finally, the option nunber identifies the syntax of the rest of the
option.

The "1 P OPTI ON NUMBERS" registry [IANA-1P] contains the Iist of the
currently assigned | P option nunbers.

General Security Inplications of IP Options
1. Processing Requirenents

Hi storically, nost IP routers used a general -purpose CPU to process
| P packets and forward themtowards their destinations. This sane
CPU usual | y al so processed network nanagenment traffic (e.g., SNWP),
configuration comrands (e.g., comrand line interface), and various
routing protocols (e.g., RIP, OSPF, BGP, IS 1S) or other contro
protocols (e.g., RSVP, ICMP). In such architectures, it has been
common for the general -purpose CPU al so to perform any packet
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filtering that has been enabled on the router (or router interface).
An | P router built using this architecture often has a significant
Di stributed Denial -of-Service (DDoS) attack risk if the router
control plane (e.g., CPU) is overwhelnmed by a | arge nunber of |Pv4
packets that contain |IPv4 options.

From about 1995 onwards, a grow ng nunber of |IP routers have

i ncorporated silicon specialized for | P packet processing (i.e.

Fi el d- Programuabl e Gate Array (FPGA), Application-Specific |Integrated
Circuit (ASIC)), thereby separating the function of |P packet
forwarding fromthe other functions of the router. Such router
architectures tend to be nore resilient to DDoS attacks that m ght be
seen in the global public Internet. Depending upon various

i mpl enentation and configuration details, routers with a silicon
packet - f orwar di ng engi ne can handl e hi gh vol unes of | P packets
containing | P options without any adverse inpact on packet-forwardi ng
rates or on the router’s control plane (e.g., general -purpose CPU)
Sone i npl enentations have a configuration knob sinply to forward al

| P packets containing | P options at wire-speed in silicon, as if the
| P packet did not contain any | P options ("ignore options &
forward"). Oher inplenentations support wire-speed silicon-based
packet filtering, thereby enabling packets containing certain IP
options to be selectively dropped ("drop"), packets contai ning
certain other IP options to have those | P options ignored ("ignore
options & forward"), and other packets containing different IP
options to have those options processed, either on a general - purpose
CPU or using customlogic (e.g., FPGA ASIC), while the packet is
bei ng forwarded ("process option & forward").

Broadl y speaking, any |P packet that requires processing by an IP
router’s general - purpose CPU can be a DDoS risk to that router’s
general - purpose CPU (and thus to the router itself). However, at
present, the particular architectural and engineering details of the
specific I P router being considered are inportant to understand when
eval uating the operational security risks associated with a
particular | P packet type or |IP option type.

Qperators are urged to consider the capabilities of potential IP
routers for IP option filtering and handling as they make depl oynent
decisions in the future.

Addi tional considerations for protecting the control plane from
packets containing | P options can be found in [ RFC6192].

Finally, in addition to advice to operators, this docunment al so

provi des advice to router, security gateway, and firewal
inpl ementers in terns of providing the capability to filter packets
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with different granularities: both on a "per IP option type"
granularity (to maximize flexibility) as well as nore coarse filters
(to mininze configuration conplexity).

4. Advice on the Handling of Packets with Specific I[P Options
The followi ng subsections contain a description of each of the IP
options that have so far been specified, a discussion of possible
interoperability inplications if packets containing such options are
dropped, and specific advice on whether to drop packets containing
these options in a typical enterprise or Service Provider
envi ronnent .

4.1. End of Option List (Type = 0)

4.1.1. Uses
This option is used to indicate the "end of options" in those cases
in which the end of options would not coincide with the end of the
I nternet Protocol header

4.1.2. Option Specification
Specified in RFC 791 [ RFCO791].

4.1.3. Threats
No specific security issues are known for this |IPv4 option

4.1.4. (Qperational and Interoperability Inpact if Bl ocked
Packets containing any IP options are likely to include an End of
Option List. Therefore, if packets containing this option are
dropped, it is very likely that legitimate traffic is bl ocked.

4.1.5. Advice

Rout ers, security gateways, and firewalls SHOULD NOT drop packets
because they contain this option

4.2. No Qperation (Type = 1)
4.2.1. Uses
The no-operation option is basically neant to all ow the sendi ng

systemto align subsequent options in, for exanple, 32-bit
boundari es.
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4.2.2. Option Specification
Specified in RFC 791 [ RFO0791].
4.2.3. Threats
No specific security issues are known for this |IPv4 option
4.2.4. (Qperational and Interoperability Inpact if Bl ocked
Packets containing any IP options are likely to include a No

Qperation option. Therefore, if packets containing this option are
dropped, it is very likely that legitinate traffic is bl ocked.

4.2.5. Advice

Routers, security gateways, and firewalls SHOULD NOT drop packets
because they contain this option

4.3. Loose Source and Record Route (LSRR) (Type = 131)

RFC 791 states that this option should appear at nost once in a given
packet. Thus, if a packet contains nore than one LSRR option, it
shoul d be dropped, and this event should be | ogged (e.g., a counter
could be increnented to reflect the packet drop). Additionally,
packets containing a conbination of LSRR and SSRR options shoul d be
dropped, and this event should be | ogged (e.g., a counter could be
incremented to reflect the packet drop).

4.3.1. Uses
This option lets the originating system specify a nunber of
i nternedi ate systens a packet nust pass through to get to the
destination host. Additionally, the route followed by the packet is
recorded in the option. The receiving host (end-systen) nust use the
reverse of the path contained in the received LSRR option
The LSSR option can be of help in debuggi ng some network probl ens.

Sone Internet Service Provider (ISP) peering agreenents require
support for this option in the routers within the peer of the ISP

4.3.2. Option Specification

Specified in RFC 791 [ RFC0791] .
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4,.3.3. Threats

The LSRR option has well-known security inplications [ RFC6274].
Anong ot her things, the option can be used to:

0 Bypass firewall rules

0 Reach otherw se unreachabl e i nternet systens.
0o Establish TCP connections in a stealthy way.
0 Learn about the topol ogy of a network.

0o Perform bandw dt h- exhausti on attacks.

O these attack vectors, the one that has probably received | east
attention is the use of the LSRR option to perform bandw dth
exhaustion attacks. The LSRR option can be used as an anplification
met hod for perform ng bandw dt h-exhaustion attacks, as an attacker
could make a packet bounce nultiple tines between a nunber of systens
by carefully crafting an LSRR opti on.

This is the I1Pv4 version of the IPv6 anplification attack that was
wi dely publicized in 2007 [Biondi 2007]. The only difference is
that the maxi mum |l ength of the | Pv4 header (and hence the LSRR
option) limts the anplification factor when conpared to the | Pv6
counterpart.

Additionally, sone inplenentations have been found to fail to include
proper sanity checks on the LSRR option, thus leading to security

i ssues. These specific issues are believed to be solved in al

noder n i npl enent ati ons.

[Mcrosoft1999] is a security advisory about a vulnerability
arising frominproper validation of the Pointer field of the LSRR
option.

Finally, we note that sone systens were known for providing a system
wi de toggle to enabl e support for this option for those scenarios in
which this option is required. However, inproper inplenentation of
such a systemw de toggl e caused those systens to support the LSRR
option even when explicitly configured not to do so.

[ C0enBSD1998] is a security advisory about an inproper

i mpl erent ati on of such a systemw de toggle in 4.4BSD kernel s.
This issue was resolved in later versions of the correspondi ng
operating system
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4.3.4. Qperational and Interoperability Inpact if Bl ocked

Net wor k troubl eshooting techni ques that nay enpl oy the LSRR option
(such as ping or traceroute with the appropriate argunments) woul d
break when using the LSRR option. (Ping and traceroute w thout |Pv4
options are not inpacted.) Nevertheless, it should be noted that it
is virtually inmpossible to use the LSRR option for troubl eshooting,
due to wi despread droppi ng of packets that contain the option

4.3.5. Advice

Routers, security gateways, and firewalls SHOULD i npl enent an option-
specific configuration knob to select whether packets with this
option are dropped, packets with this IP option are forwarded as if
they did not contain this IP option, or packets with this option are
processed and forwarded as per [RFC0791]. The default setting for
this knob SHOULD be "drop", and the default setting MJST be
docunent ed.

Pl ease note that treating packets with LSRR as if they did not
contain this option can result in such packets being sent to a
different device than the initially intended destination. Wth
appropriate ingress filtering, this should not open an attack vector
into the infrastructure. Nonetheless, it could result in traffic
that woul d never reach the initially intended destination. Dropping
t hese packets prevents unnecessary network traffic and does not make
end-to-end comuni cati on any wor se.

4.4. Strict Source and Record Route (SSRR) (Type = 137)
4.4.1. Uses

This option allows the originating systemto specify a nunber of

i nternmedi ate systens a packet nust pass through to get to the
destination host. Additionally, the route followed by the packet is
recorded in the option, and the destination host (end-systen) nust
use the reverse of the path contained in the received SSRR option

This option is simlar to the Loose Source and Record Route (LSRR
option, with the only difference that in the case of SSRR the route
specified in the option is the exact route the packet mnust take
(i.e., no other intervening routers are allowed to be in the route).

The SSRR option can be of help in debuggi ng some network probl ens.

Some | SP peering agreenents require support for this option in the
routers within the peer of the ISP

Gont, et al. Best Current Practice [ Page 10]



RFC 7126 Filtering of I P-Optioned Packets February 2014

4.4.2. Option Specification
Specified in RFC 791 [ RFCO791].
4.4.3. Threats

The SSRR option has the sane security inplications as the LSRR
option. Please refer to Section 4.3 for a discussion of such
security inplications.

4.4.4. (Qperational and Interoperability Inpact if Bl ocked

Net wor k t roubl eshooting techni ques that may enploy the SSRR option
(such as ping or traceroute with the appropriate argunments) woul d
break when using the SSRR option. (Ping and traceroute w thout |Pv4
options are not inpacted.) Nevertheless, it should be noted that it
is virtually inpossible to use the SSRR option for trouble-shooting,
due to wi despread droppi ng of packets that contain such option

4.4.5. Advice

Rout ers, security gateways, and firewalls SHOULD i npl emrent an option-
specific configuration knob to select whether packets with this
option are dropped, packets with this IP option are forwarded as if
they did not contain this IP option, or packets with this option are
processed and forwarded as per [RFC0791]. The default setting for
this knob SHOULD be "drop", and the default setting MJST be
docunent ed.

Pl ease note that treating packets with SSRR as if they did not
contain this option can result in such packets being sent to a
different device that the initially intended destination. Wth
appropriate ingress filtering this should not open an attack vector
into the infrastructure. Nonetheless, it could result in traffic
that woul d never reach the initially intended destination. Dropping
t hese packets prevents unnecessary network traffic, and does not nake
end-t o-end communi cati on any worse.

4.5. Record Route (Type = 7)
4.5.1. Uses

This option provides a neans to record the route that a gi ven packet
fol | ows.

4.5.2. Option Specification

Specified in RFC 791 [RFC0791] .
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4.5.3. Threats

This option can be exploited to nap the topol ogy of a network.
However, the limted space in the IP header linmts the useful ness of
this option for that purpose.

4.5.4. (Qperational and Interoperability Inpact if Bl ocked

Net wor k troubl eshooting techniques that may enpl oy the RR option
(such as ping with the RR option) would break when using the RR
option. (Ping without I1Pv4 options is not inpacted.) Nevertheless,
it should be noted that it is virtually inpossible to use such
techni ques due to wi despread droppi ng of packets that contain RR
options.

4.5.5. Advice

Routers, security gateways, and firewalls SHOULD i npl enent an option-
specific configuration knob to select whether packets with this
option are dropped, packets with this IP option are forwarded as if
they did not contain this IP option, or packets with this option are
processed and forwarded as per [RFC0791]. The default setting for
this knob SHOULD be "drop", and the default setting MJST be
docunent ed.

4.6. Streamldentifier (Type = 136) (obsolete)

The Stream I dentifier option originally provided a nmeans for the
16-bit SATNET stream ldentifier to be carried through networks that
did not support the stream concept.

However, as stated by Section 3.2.1.8 of RFC 1122 [RFC1122] and
Section 4.2.2.1 of RFC 1812 [RFC1812], this option is obsolete.
Therefore, it nust be ignored by the processing systens. See al so
[ ANA-I P] and [ RFC6814].

RFC 791 states that this option appears at npbst once in a given

datagram Therefore, if a packet contains nore than one instance of

this option, it should be dropped, and this event should be | ogged

(e.g., a counter could be increnented to reflect the packet drop).
4.6.1. Uses

This option is obsolete. There is no current use for this option
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4.6.2. Option Specification
Specified in RFC 791 [ RFCO791], and deprecated in RFC 1122 [ RFC1122]
and RFC 1812 [RFC1812]. This option has been formally obsol eted by
[ RFC6814] .

4.6.3. Threats
No specific security issues are known for this |IPv4 option

4.6.4. (Qperational and Interoperability Inpact if Bl ocked
None.

4.6.5. Advice

Routers, security gateways, and firewalls SHOULD drop | P packets
containing a Stream ldentifier option

4.7. Internet Timestanp (Type = 68)

4.7.1. Uses
This option provides a neans for recording the tine at which each
system (or a specified set of systens) processed this datagram and
it may optionally record the addresses of the systens providing the
ti mest anps.

4.7.2. Option Specification
Specified by RFC 791 [ RFCO791].

4.7.3. Threats

The tinestanp option has a nunber of security inplications [RFC6274].
Anong t hem are:

o It allows an attacker to obtain the current tinme of the systens
that process the packet, which the attacker may find useful in a
nunber of scenari os.

o It my be used to map the network topology in a simlar way to the
| P Record Route option

o It may be used to fingerprint the operating systemin use by a
system processi ng the datagram
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o It my be used to fingerprint physical devices by anal yzing the
cl ock skew.

[ Kohno2005] describes a technique for fingerprinting devices by
measuring the clock skew. It exploits, anbng other things, the

ti mestanps that can be obtained by neans of the I CVP tinestanp
request messages [ RFC0791]. However, the sane fingerprinting nethod
could be inplenented with the aid of the Internet Tinmestanp option

4.7.4. (Qperational and Interoperability Inpact if Bl ocked
Net wor k troubl eshooting techniques that nmay enpl oy the Internet
Ti mestanp option (such as ping with the Tinestanp option) would break
when using the Tinestanp option. (Ping without |Pv4 options is not
i npacted.) Nevertheless, it should be noted that it is virtually
i npossible to use such techni ques due to w despread dropping of
packets that contain Internet Tinmestanp options.

4.7.5. Advice

Routers, security gateways, and firewalls SHOULD drop | P packets
contai ning an Internet Tinestanp option

4.8. Router Alert (Type = 148)

4.8.1. Uses
The Router Alert option has the semantic "routers should exam ne this
packet nore closely, if they participate in the functionality denoted
by the Val ue of the option".

4.8.2. Option Specification
The Router Alert option is defined in RFC 2113 [ RFC2113] and | ater
updates to it have been clarified by RFC 5350 [ RFC5350]. It contains
a 16-bit Val ue governed by an | ANA registry (see [RFC5350]).

4.8.3. Threats
The security inplications of the Router Alert option have been
di scussed in detail in [RFC6398]. Basically, the Router Alert option
m ght be exploited to performa DoS attack by exhausting CPU
resources at the processing routers.

4.8.4. (Qperational and Interoperability Inpact if Bl ocked

Applications that enploy the Router Alert option (such as RSVP
[ RFC2205]) woul d break.
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4.8.5. Advice

This option SHOULD be allowed only in controlled environments, where
the option can be used safely. [RFC6398] identifies sone such
environnments. In unsafe environnents, packets containing this option
SHOULD be dropped.

A given router, security gateway, or firewall system has no way of
knowi ng a priori whether this option is valid in its operationa
environnment. Therefore, routers, security gateways, and firewalls
SHOULD, by default, ignore the Router Alert option. Additionally,
routers, security gateways, and firewalls SHOULD have a configuration
setting that governs their reaction in the presence of packets
containing the Router Alert option. This configuration setting
SHOULD al l ow to honor and process the option, ignore the option, or
drop packets containing this option

4.9. Probe MIU (Type = 11) (obsol ete)
4.9.1. Uses

This option originally provided a nmechanismto discover the Path-MIU
It has been decl ared obsol ete.

4.9.2. Option Specification

This option was originally defined in RFC 1063 [ RFC1063] and was
obsoleted with RFC 1191 [RFC1191]. This option is now obsolete, as
RFC 1191 obsol etes RFC 1063 without using |IP options.

4.9.3. Threats

This option is obsolete. This option could have been exploited to
cause a host to set its Path MIU (PMIU) estimate to an inordinately
Il ow or an inordinately high value, thereby causing perfornmance
probl ens.

4.9.4. (Qperational and Interoperability Inpact if Bl ocked
None
This option is NOT enployed with the nodern "Path MIU Di scovery"
(PMIUD) mechani sm [ RFC1191], which enpl oys special | CVP nessages
(Type 3, Code 4) in conbination with the IP DF bit. Packetization

Layer PMIUD ( PLPMITUD) [ RFC4821] can perform PMIuD wi t hout the need
for any special packets.
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4.9.5. Advice

Rout ers, security gateways, and firewalls SHOULD drop | P packets that
contain a Probe MIU option.

4.10. Reply MIU (Type = 12) (obsol ete)
4.10.1. Uses

This option originally provided a nmechanismto discover the Path-MIU
It is now obsol ete.

4.10.2. Option Specification
This option was originally defined in RFC 1063 [ RFC1063] and was
obsoleted with RFC 1191 [RFC1191]. This option is now obsolete, as
RFC 1191 obsol etes RFC 1063 without using |IP options.
4.10.3. Threats
This option is obsolete. This option could have been exploited to
cause a host to set its PMIU estimate to an inordinately | ow or an
i nordi nately high value, thereby causing performance probl ens.
4.10.4. Operational and Interoperability Inpact if Bl ocked
None
This option is NOT enployed with the nodern "Path MIU Di scovery”
(PMIUD) mechani sm [ RFC1191], which enpl oys special | CVP nessages
(Type 3, Code 4) in conbination with the IP DF bit. PLPMIUD
[ RFC4821] can perform PMIUD wi t hout the need of any speci al
packets.
4.10.5. Advice

Rout ers, security gateways, and firewalls SHOULD drop | P packets that
contain a Reply MU option

4.11. Traceroute (Type = 82)
4.11.1. Uses

This option originally provided a nmechanismto trace the path to a
host .
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4.11.2. Option Specification

This option was originally specified by RFC 1393 [ RFC1393] as
"experinmental ", and it was never wi dely deployed on the public
Internet. This option has been fornmally obsol eted by [ RFC6814].

4,11.3. Threats

This option is obsolete. Because this option required each router in
the path both to provide special processing and to send an | CW°
message, it could have been exploited to performa DoS attack by
exhausting CPU resources at the processing routers.

4.11.4. Operational and Interoperability Inpact if Bl ocked
None
4.11.5. Advice

Rout ers, security gateways, and firewalls SHOULD drop | P packets that
contain a Traceroute option

4.12. DoD Basic Security Option (Type = 130)
4.12.1. Uses

This option [RFCL108] is used by Milti-Level Secure (MS) end-systens
and internediate systens in specific environnents to:

o transmt fromsource to destination in a network standard
representation the conmon security |abels required by conputer
security nodel s [Landwehr 81],

o validate the datagram as appropriate for transm ssion fromthe
source and delivery to the destination, and,

0 ensure that the route taken by the datagramis protected to the
level required by all protection authorities indicated on the
dat agram

The DoD Basic Security Option (BSO was inplenented in IR X

[ RI X2008] and is currently inplenented in a nunber of operating
systens (e.g., Security-Enhanced Li nux [SELi nux2008], Sol aris

[ Sol ari s2008], and Cisco |OS [Cisco-IPSO). It is also currently
depl oyed in a nunmber of high-security networks. These networks are
typically either in physically secure | ocations, protected by

m |itary/ governnental communications security equipnment, or both
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Such networks are typically built using commercial off-the-shelf
(COTS) IP routers and Ethernet switches, but they are not normally

i nterconnected with the global public Internet. MS systens are nuch
nmore wi dely depl oyed now than they were at the tine the then-1ESG
decided to renove IPSO (I P Security Options) fromthe | ETF Standards
Track. Since nearly all MS systens al so support | PSO BSO and | PSO
ESO, this option is believed to have nore depl oynent now t han when
the 1 ESG renoved this option fromthe | ETF Standards Track

[ RFC5570] describes a sinmilar option recently defined for |Pv6 and
has much nore detail ed expl anati ons of how sensitivity | abel options
are used in real -world depl oynents.

4,.12.2. Option Specification

It is specified by RFC 1108 [ RFC1108], which obsol eted RFC 1038
[ RFC1038] (which in turn obsoleted the Security Option defined in RFC
791 [ RFCO791]).

RFC 791 [ RFC0791] defined the "Security Option" (Type = 130),

whi ch used the same option type as the DoD Basic Security option
di scussed in this section. Later, RFC 1038 [RFC1038] revised the
| P security options, and in turn was obsol eted by RFC 1108

[ RFC1108]. The "Security Option" specified in RFC 791 is

consi dered obsol ete by Section 3.2.1.8 of RFC 1122 [ RFC1122] and
Section 4.2.2.1 of RFC 1812 [RFC1812], and therefore the

di scussion in this section is focused on the DoD Basic Security
option specified by RFC 1108 [ RFC1108].

Section 4.2.2.1 of RFC 1812 states that routers "SHOULD i npl enent
[this option]".

Some private | P networks consider |P router-based per-interface
selective filtering of packets based on (a) the presence of an

| PSO option (including BSO and ESO) and (b) the contents of that

| PSO option to be inmportant for operational security reasons. The
recent | Pv6 Common Architecture Label [Pv6 Security Option

(CALI PSO) specification discusses this in additional detail

albeit in an I Pv6 context [RFC5570].

Such private I P networks comonly are built using both conmerci al
and open-source products -- for hosts, guards, firewalls,
switches, routers, etc. Sone comercial |IP routers support this
option, as do sonme IP routers that are built on top of M.S
operating systens (e.g., on top of Trusted Solaris [Sol ari s2008]
or Security-Enhanced Linux [ SELi nux2008]).
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For exanple, nmany G sco routers that run Cisco | OGS include support
for selectively filtering packets that contain the |IP Security
Options (IPSO with per-interface granularity. This capability
has been present in many G sco routers since the early 1990s
[Cisco-1PSO Cmds]. Sonme governnent-sector products reportedly

al so support the IP Security Options (I PSO, for exanple, CANEWARE
[ RFC4949] .

Support for the | PSO Basic Security Option also is included in the
"I Psec Configuration Policy Information Mdel" [RFC3585] and in
the "I Psec Security Policy Database Configuration MB" [ RFC4807] .
Section 4.6.1 of the IP Security Domain of Interpretation

[ RFC2407] includes support for |abeled |IPsec security associations
conpatible with the IP Security Options. (Note: RFC 2407 was
obsol eted by [ RFC4306], which was obsol eted by [ RFC5996].)

4.12.3. Threats

Presence of this option in a packet does not by itself create any
specific new threat. Packets with this option ought not normally be
seen on the gl obal public Internet.

4.12.4. (Qperational and Interoperability Inpact if Bl ocked

I f packets with this option are blocked or if the option is stripped
fromthe packet during transmnission fromsource to destination, then
the packet itself is likely to be dropped by the receiver because it
is not properly labeled. 1In sonme cases, the receiver night receive
t he packet but associate an incorrect sensitivity |abel with the
recei ved data fromthe packet whose BSO was stripped by an
internmediate router or firewall. Associating an incorrect
sensitivity |label can cause the received information either to be
handl ed as nore sensitive than it really is ("upgrading") or as |ess
sensitive than it really is ("downgrading"), either of which is
probl emati c.

4,12.5. Advice

A given I P router, security gateway, or firewall has no way to know a
priori what environnment it has been deployed into. Even closed IP
depl oynents generally use exactly the sane commercial routers,
security gateways, and firewalls that are used in the public

I nternet.
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Since operational problens result in environnents where this option
is needed if either the option is dropped or |P packets containing
this option are dropped, but no harmresults if the option is carried
in environnents where it is not needed, the default configuration
SHOULD NOT (a) nmodify or renove this IP option or (b) drop an IP
packet because the | P packet contains this option.

A given |P router, security gateway, or firewall MAY be configured to
drop this option or to drop I P packets containing this option in an
envi ronnent known to not use this option

For auditing reasons, routers, security gateways, and firewalls
SHOULD be capabl e of | ogging the nunbers of packets containing the
BSO on a per-interface basis. Also, routers, security gateways, and
firewal | s SHOULD be capabl e of dropping packets based on the BSO
presence as well as the BSO val ues.

4.13. DoD Extended Security Option (Type = 133)
4.13.1. Uses

This option pernmits additional security |abeling information, beyond
that present in the Basic Security Option (Section 4.12), to be
supplied in an I P datagramto neet the needs of registered
authorities.

4.13.2. Option Specification

The DoD Extended Security Option (ESO is specified by RFC 1108
[ RFC1108] .

Some private | P networks consider |P router-based per-interface
selective filtering of packets based on (a) the presence of an

I PSO option (including BSO and ESO) and (b) based on the contents
of that 1PSO option to be inportant for operational security
reasons. The recent | Pv6 CALI PSO option specification discusses
this in additional detail, albeit in an |IPv6 context [RFC5570].

Such private | P networks comonly are built using both conmercia
and open-source products -- for hosts, guards, firewalls,
switches, routers, etc. Sone comercial IP routers support this
option, as do sonme IP routers that are built on top of M.S
operating systens (e.g., on top of Trusted Solaris [Sol ari s2008]
or Security-Enhanced Linux [ SELi nux2008]).

For exanple, many G sco routers that run G sco | OS include support

for selectively filtering packets that contain the IP Security
Options (IPSO with per-interface granularity. This capability
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has been present in many Cisco routers since the early 1990s
[Cisco-1PSO Cnmds]. Sonme governnent sector products reportedly

al so support the IP Security Options (IPSO, for exanple, CANEWARE
[ RFC4949] .

Support for the | PSO Extended Security Option also is included in
the "I Psec Configuration Policy Infornmation Mdel" [RFC3585] and
in the "lIPsec Security Policy Database Configuration MB"

[ RFC4807]. Section 4.6.1 of the | P Security Domain of
Interpretation [ RFC2407] includes support for |abeled |IPsec
security associations conpatible with the IP Security Options.

4,13.3. Threats

Presence of this option in a packet does not by itself create any
specific new threat. Packets with this option ought not normally be
seen on the gl obal public Internet.

4.13.4. Qperational and Interoperability Inpact if Bl ocked

I f packets with this option are blocked or if the option is stripped
fromthe packet during transm ssion fromsource to destination, then
the packet itself is likely to be dropped by the receiver because it
is not properly l